
Futurenet.Business Portal Information Clause 
1. 

The administrator of your personal data is a company under the name:  

AMET PTE. LTD., 30 Cecil Street, #19-08 Prudential Tower, Singapore 049712 

2. 
Your data shall be processed for the purposes of: 

a. provision of services by electronic means consisting in 
running and servicing a user's account on the Administrator's Platform and 

using the services available on the Portal – due to the fact that the processing is necessary                 
for the performance of the agreement to which the data subject is a party (Article 6 par. 1 lit.                   
b. GDPR), 

b. conclusion and performance of agreements to which you are a party- due to the fact that                
the processing is necessary for the performance of the agreement to which the data subject               
is a party (Article 6(1)(b) of the GDPR), 

c. recovery of receivables – pursuant to Article 6(1)(f) of the GDPR, 
d. conducting direct marketing- pursuant to art. 6(1)(f) of the GDPR, 
e. fulfilment of legal obligations incumbent on the Administrator in connection with running a             

business- pursuant to Article 6(1)(c) of the GDPR, i.e. due to the fact that the processing is                 
necessary to fulfil the legal obligation incumbent on the Administrator, 

f. conducting marketing and promotional activities- on the basis of separate consent (Article            
6(1)(a) of the GDPR), 

g. sending commercial information by electronic means - on the basis of separate consent, 
h. use of telecommunications terminal equipment and automatic calling systems for direct           

marketing purposes - based on granted consent 

3. 
Personal data shall be provided to cooperating entities in running the Portal and providing the               
services available on it and to: 

a. accounting offices keeping the Administrator's accounts, 
b. law offices providing legal services to the Administrator, 
c. postal operators, 
d. on-line payment system operator; 

4. 
Your personal data shall be processed for the period of: 

a. for a period necessary for the Administrator to provide services electronically 
or implementation of agreements, including after their implementation due to the possibility            
of the parties exercising their rights under the agreements, as well as due to the possible                



pursuit of claims - until the expiry of the limitation period of Your claims or deletion of the                  
user's account on the Administrator's portal, depending on which event occurs later, 

b. until the withdrawal of consent or expressing objection to data processing - in the case of                 
processing of your personal data on the basis of a separate consent for conducting marketing               
and promotional activities or on the basis specified in Article 6(1)(e) or (f) or the GDPR,                
including for direct marketing purposes; 
5. 

Providing your personal data is voluntary, but required for registration on the Portal and use of                
services, whereas failure to provide data shall result in the inability to have a user account and use                  
the services; 

6. 
The Administrator processes your personal data using tools for automated decision making, including             
profiling; 

7. 
You have the right to request the Administrator to give you access to your personal data, rectify it,                  
delete it, limit the processing of this data or transfer it; 

8. 
You have the right to object to the processing of your data, as well as the right to withdraw your                    
consent at any time, however the withdrawal of consent does not affect the lawfulness of the                
processing, which was made on the basis of consent before its withdrawal; 

9. 
If you believe that the processing of personal data by the Administrator violates the provisions of the                 
GDPR, you have the right to lodge a complaint with the supervisory body (i.e. the President of the                  
Office for Personal Data Protection). 

10. 
Users' personal data may be transferred to countries outside the European Economic Area (EEA),              
i.e. the United Arab Emirates, Ukraine and China. In order to guarantee the privacy and security of                 
data being transferred outside the European Union, the Administrator uses the Standard Contractual             
Clauses approved by the European Commission. 


